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the injured person or the injured per-
son’s legal representative), the Com-
mission will offer to obtain the written
consent of the injured party or the in-
jured party’s representative to the dis-
closure of the report without deleting
the party’s identity. No deletion of
identifying portions of such reports or
refusal to disclose without the Com-
mission having first obtained written
consent shall be considered as a denial
by the Commission of disclosure of
Commission records.

(b) Research reports, demonstration
reports, and reports of other related ac-
tivities of the Commission are avail-
able to the public under the procedures
set forth in subpart A of this part 1015.

PART 1016—POLICIES AND PROCE-
DURES FOR INFORMATION DIS-
CLOSURE AND COMMISSION
EMPLOYEE TESTIMONY IN PRI-
VATE LITIGATION

Sec.

1016.1 Purpose and policy.

1016.2 Definition.

1016.3 Disclosure and certification of infor-
mation and records.

1016.4 Testimony of Commission employees
in private litigation.

AUTHORITY: 15 U.S.C. 2051-81; 15 U.S.C. 1261-
74; 15 U.S.C. 1191-1204; 15 U.S.C. 1471-76; 15
U.S.C. 1211-14; 5 U.S.C. 552; and 5 U.S.C. 552a.

SOURCE: 53 FR 6594, Mar. 2, 1988, unless oth-
erwise noted.

§1016.1 Purpose and policy.

(@) The Commission’s policy is to
make official records available to pri-
vate litigants, to the fullest extent pos-
sible.

(b) The Commission’s policy and re-
sponsibility is to conserve the time of
its employees for work on Commission
projects and activities. Participation
of Commission employees in private
litigation, in their official capacities,
is generally contrary to this policy and
responsibility. In addition, such par-
ticipation could impair the effective-
ness of Commission employees as wit-
ness in litigation in which the Commis-
sion is directly involved.

§1016.2 Definition.

Private litigation refers to any legal
proceeding which does not involve the
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United States government, or any de-
partment or agency of the U.S. govern-
ment, as a party.

§1016.3 Disclosure and certification of
information and records.

(a) Identifiable information and
records in the Commission’s possession
will be made available to private liti-
gants in accordance with the Commis-
sion’s Procedures for Disclosure or Pro-
duction of Information under the Free-
dom of Information Act (16 CFR part
1015), the Freedom of Information Act
(5 U.S.C. 552), sections 6 and 25(c) of the
Consumer Product Safety Act (15
U.S.C. 2055 and 2074(c)), and any other
applicable statutes or regulations.

(b) The Secretary of the Commission
shall certify the authenticity of copies
of Commission records. Requests must
be in writing and must include the
records to be certified. Requests should
be sent to: Secretary, Consumer Prod-
uct Safety Commission, Washington,
DC 20207.

(c) Any subpoena duces tecum served
on a Commission employee will be han-
dled by the Office of the Secretary in
conjunction with the Office of the Gen-
eral Counsel. Whenever necessary to
prevent the improper disclosure of doc-
uments, the General Counsel will take
steps, in conjunction with the Depart-
ment of Justice, to quash such subpoe-
nas or seek protective orders.

§1016.4 Testimony of Commission em-
ployees in private litigation.

(@) No Commission employee shall
testify in his or her official capacity in
any private litigation, without express
authorization from the Commission’s
General Counsel. The Commission may,
in its discretion, review a decision by
the General Counsel to authorize such
employee testimony. The General
Counsel shall in such instances, where
time permits, advise the Commission,
on a no objection basis, of the author-
ization of such employee testimony.

(b) If any Commission employee is
served with a subpoena seeking testi-
mony in private litigation, he or she
must immediately notify the Office of
the General Counsel. The Office of the
General Counsel, in conjunction with
the Department of Justice, will (1) take
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steps to quash the subpoena or (2) di-
rect the employee to appear in re-
sponse to the subpoena but refuse to
testify on the ground that it is prohib-
ited by this section.

(c) If the General Counsel becomes
aware of private litigation in which
testimony by a Commission employee
would be in the interests of the Com-
mission, he or she may authorize such
testimony, notwithstanding paragraph
(b) of this section. The Commission
may, In its discretion, review a deci-
sion by the General Counsel to author-
ize such employee testimony. The Gen-
eral Counsel shall in such instances,
where time permits, advise the Com-
mission, on a no objection basis, of the
authorization of such employee testi-
mony. Any such testimony must be
provided in a way that minimizes the
use of Commission resources as much
as possible.

PART  1017—PROCEDURES FOR
SAFEGUARDING CONFIDENTIAL
BUSINESS  INFORMATION  RE-
CEIVED FROM EPA

Subpart A [Reserved]

Subpart B—Purpose and Description of
Information

Sec.
1017.1 Purpose and scope.
1017.2-1017.4 [Reserved]

Subpart C—Responsibilities

1017.5 Safeguarding confidential business
information received from EPA; Associ-
ate Executive Director for Health
Sciences responsibilities.

1017.6 Document Control Officer and Assist-
ant responsibilities.

1017.7 Employee responsibilities.

1017.8 Security Officer responsibilities.

1017.9 Other individuals’ responsibilities;
Chief, Contracts Branch; Project Officer.

1017.10-1017.14 [Reserved]

Subpart D—Procedures for Handling
Confidential Business Information

1017.15 Document Control Officer:
dures upon receiving information.

1017.16 Storage of confidential business in-
formation.

1017.17 Protection of confidential business
information during use.

1017.18 Reproduction of confidential
ness information.

Proce-

busi-
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1017.19 Return of confidential business in-
formation to EPA or destruction.

1017.20 Discussion of confidential
information in meetings.

1017.21 Newly created documents containing
confidential business information.

1017.22 Transfer of confidential business in-
formation.

1017.23 Lost or misplaced documents; viola-
tions of security by Commission employ-
ees.

1017.24-1017.26 [Reserved]

business

Subpart E—Procedures for Authorizing Ac-
cess for Employees and for Employees
To Obtain Access

1017.27 Request and approval for access to
confidential business information.

1017.28 Investigations.

1017.29 Employee access to information.

1017.30-1017.33 [Reserved]

Subpart F—Authorization for the Commis-
sion To Provide Access to Confidential
Business Information to Members of
the Chronic Hazard Advisory Panels

1017.34 Chronic Hazard Advisory Panels: Ac-
cess to confidential business informa-
tion.

Subpart G—Security Requirements for
Contractors and Subcontractors

1017.35 Contractor and subcontractor access
to confidential business information.
1017.36 Contracts and subcontracts involv-
ing access to confidential business infor-

mation.

1017.37 Award of contracts and subcontracts
involving confidential business informa-
tion.

1017.38 Modifying existing contracts and
subcontracts involving confidential busi-
ness information.

1017.39 Contractor prohibition on computer
use of confidential business information.

1017.40 Transfer of confidential business in-
formation to contractors and subcontrac-
tors.

1017.41 Inspection of contractor and sub-
contractor facilities.

1017.42 Return of information.

1017.43 Violations of security by contractors
and subcontractors.

Subpart H—-Chemical Formulations for
Consumer Products

1017.50
1017.51

Purpose and scope.

Responsible officials.

1017.52 Internal Commission safeguards.

1017.53 Commission representatives’ safe-
guards.
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